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	A. GENERAL STATEMENT OF POLICY:

     Statement of Purpose: To describe the standards by which patient information is protected. 
B. SCOPE:    This policy covers Psychiatry.

C. ADMINISTRATION & PROCEDURE: 
     (a).   Staff and volunteers follow federal regulations 42 Code of Federal Regulations 2.1 et. Seq. 

              (1987), on the Confidentiality of Alcohol and Drug Abuse Patient Records and document 

              compliance with the standards in this section. 
     (b).   Staff and volunteers follow these written procedures for responding to verbal and written 

              request for patient-identifying information: 
1. Responses by the staff to all request for patient information, whether the patient is enrolled in SWIAD or not, shall be responded to with, “I am sorry, I cannot give you that information”. 

a.   If questioned further, the appropriate response is “That information is protected by 
      federal law.” 

b.  Even if a patient is not, or has never been treated at SWIAD, “No, that patient is not a 
     patient here”, is a totally unacceptable response. 

     (c).   Staff and volunteers do not acknowledge the presence of a patient or disclose any patient-

              identifying information unless: 

1. the patient give full written consent;

2. the disclosure is authorized by an appropriate court order;

3. the disclosure is made to medical personnel in a medical emergency or to qualified personnel for research, audit, or program evaluation; or 

4. the disclosure is otherwise permitted by law. 

     (d).  Patient records are kept in a secure room, a locked file cabinet, or other similar container when 

             not in use. 

     (e). Access to records is restricted to staff whose job responsibilities require use of the records. 

     (f).  Records are locked at all time unless an authorized person is continuously present in the 

            immediate vicinity. 

     (g). There is a tracking system that is used to locate patient records removed from storage. 

    (h). Patient information in computer-based data systems is protected from unauthorized access. 

     (i). Patient records are maintained for at least seven years or as legally required.

D.  DISTRIBUTION:      This policy shall be distributed to Psychiatry. 





